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1 Introduction 

1.1 Aim of the guidelines 
 

 

Digital preservation of digital information is a task to which libraries, archives, museums 
and research institutions, as well as companies and service providers in the private 
sector, have for some years increasingly had to turn their attention. All digital archives 
are faced with the question of what concrete organisational and technical 
measures are necessary and advisable to allow digital information to be kept 
beyond the generally short-term development cycles of hardware and software. 
They must be prepared to actively evaluate work processes and structures on 
an ongoing basis, in both organisational and conceptual terms, and to repea-
tedly redesign them, since all current solutions can only be used for a limited 
period. 
It is important for the credibility and thus the acceptance of any digital archive that its 
tasks and the organisational structures and technical/methodological principles on 
which it is based are transparent. Only thus can customers, cooperation partners and 
financial backers make a realistic assessment of the quality of the digital archive’s opera-
tions and its overall credibility. Only this can give the archive a dependable yardstick by 
which to judge its own development. 

 

In recent years the publication of institutional preservation policies has emerged as a 
good way to increase transparency. A policy document helps an institution to understand 
the challenges and to commit to a task. It sets out lastingly effective basic strategic 
and organisational elements of a digital archive and helps to increase confidence 
overall. In this way policies help to preserve the digital information of yesterday 
and today in a reliable manner and to safeguard it for tomorrow’s users . 

 

These guidelines are intended to provide digital archives, irrespective of their particular 
organisational set-up or range of tasks, with assistance in creating their own institutional 
policy on digital preservation. They include the main areas that such a policy can cover. 
As regards their application in practice, each institution must of course decide which 
aspects to transpose into its own policy. 

 

The aim of this publication is to present the broadest possible overview for an 
institution’s work in practice on its own policy, also pointing out “blind spots” that could 
sometimes be overlooked. 
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1.2 Definition of terms 

 
An institutional preservation policy in the context of this document is a guideline that 
describes the essential setting, principles, structures and objectives of a digital archive. 
It can be aimed at both internal and external parties and furthers understanding 
(partly its own understanding) of the mission, methods and credibility of the insti-
tution. It is intended to be binding for practice over a long period of time and offers a 
fixed point of reference for daily work as well as for further strategic developments. 
Moreover, documents of the digital archive that cover related topics (e.g. technical 
specifications, strategy papers, etc.) should be in line with the preservation policy. 

 
 

1.3 Structure and use of the guidelines 
 
These guidelines are structured around three central questions that must be answered 
when drawing up an institutional policy for digital preservation. Each chapter then lists a 
series of key questions that must be answered, when creating a policy, in relation to the 
individual institution. 

 

Chapter 1 introduces the guidelines. 
 

Chapter 2 discusses the question of what the purpose of a policy is for knowledge insti-
tutions in general. 

 

Chapter 3 shows the range of topics that can be covered by a policy. This includes considera-
tion of objectives and user orientation, organisation and resources, the principles applied and 
individual aspects of preservation as well as technical infrastructure. 

 

Chapter 4 looks at the process of drawing up a policy for a digital archive. Topics include 
factors that might lead to a policy being drawn up, organisation of the process and re-
lease. The chapter also discusses how the quality and relevance of a policy can be 
secured over the long term. 

 

Chapter 5 focuses on policies in situations where long-term preservation is the subject of 
cooperation and looks at interdisciplinary as well as interinstitutional scenarios. 

 

Chapter 6 gives a generic example of an institutional policy to summarise the main 
points of the guidelines and serve as a checklist and structuring aid for policy drafting. 

 
The annex contains literature and a list of existing policies. 
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2 What is the purpose of a policy? 
 
An institutional policy on digital preservation can be drawn up on a forward-looking 
basis, i.e. before preservation activities begin, or can systematically accompany these 
activities. However, the decision to draw up a policy generally has a specific trigger. 
Examples are an external audit, a planned certification, the start of services provided to 
external parties or deadlines for meeting legal requirements. Technological improve-
ments or organisational changes at an institution can also make it necessary to 
establish a policy. 

 
In all cases the policy helps to create transparency as regards the tasks, organisational 
structures and the basic technical/methodological principles with which an institution 
approaches the challenges of digital preservation. A policy for digital preservation can 
be aimed at internal and external parties. It can serve, for example, to help those 
inside an organisation to understand what they do or as a recommendation for external 
stakeholders. 

 

A well-formulated policy can have a promotional effect, as it demonstrates that data are 
held in the organisation over the long term in a secure and sustainable manner. A policy 
that is publically accessible can also help to bring in financial support from outside 
sources. 

 
External stakeholders are, depending on the nature and mandate of the institution, on 
the one hand data providers or suppliers, and on the other users of the digital archive. 
For those giving their digital objects to the institution, the policy shows that the 
preserving institution has dealt with the challenges of digital preservation in a 
conscious and structured manner, and takes active responsibility for ensuring the 
optimal, and in the context of its mandate necessary, availability of the objects over 
the long term. 

 
For users of a digital archive, a policy makes it clear that the institution treats the data 
they use in accordance with defined, well-founded rules and thus ensures optimal avail-
ability and authenticity, and correct interpretability. 

 
If the institution offers services in digital preservation to third parties, a policy can be an 
important basis for potential clients. And other stakeholders, such as sponsors and advisory 
committees etc., can see from a policy that the institution takes its mandate seriously 
and carries it out with the necessary care. 
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A preservation policy can also play an important role in the internal development of an 
institution. It ensures that there is a common understanding of long-term preservation 
activities within an institution and that a framework is thus created to support day-to-
day business as well as decisions on the further development of the preservation 
infrastructure. In budget negotiations it can be helpful to refer to a policy to secure 
the human and financial resources required to carry out the tasks set. 
 

 
 

Key questions 
 

 What are the purposes of the policy? Which of these are especially important? 
 

 Which external stakeholders is the policy aimed at? Have all stakeholders been taken into 
account? 

 
 Which internal stakeholders is the policy aimed at? 
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3 What must a policy cover? 
 

 

This chapter discusses the most important things that a policy must cover, without 
imposing a necessary structure. The aims of digital preservation (Chapter 3.4), the 
preservation strategies (Chapter 3.5) and translation into actual technical infrastructure 
(Chapter 3.6) do not have, for example, to be covered separately in a policy but can be 
organically integrated. A suggested structure for a policy is given in the summary 
(Chapter 6). 

 

3.1 Objectives and status 
 

A policy for digital preservation is subordinate to the mandate and aims of the institution 
and must be aligned with, and possibly drafted with reference to, a series of other insti-
tutional guidelines. Mission statements, strategic objectives or a legal mandate and 
other existing guidelines create the parameters for the policy; adjustments and harmoni-
sations may be necessary. 

 

The policy may under no circumstances contradict legal provisions or internal regula-
tions. If changes are made to these rules, it can be necessary to adjust the policy. This is 
explained in greater detail in Chapter 4.3. 

 

With reference to these senior guidelines and to distinguish itself from them, the policy 
starts by setting out its scope and objective. The relationship with digital preservation is 
thus established on the basis of the higher-ranking documents. 

 

A policy can also refer to other related documents, for example the tech-
nical/methodological documentation of the preservation system. Changes in the tech-
nical set-up can then be followed there and not take place at the generally applicable 
policy level. 

 

There is a danger, when a policy is drawn up, that the situation as it stands becomes 
confused with the situation as it should be. Institutions often find themselves in 
processes in which some aspects are fixed while others are still being developed. This 
can lead to objectives being portrayed as the current state of play. To avoid this, a 
dedicated section outlining medium-term plans or a separate document such as a 
strategy paper, can be used. It is legitimate in a policy to make it clear which objectives 
are still to be achieved. This can also emphasise the long-term nature of the policy. 

 

Key questions: 
 

 What are the aims of the policy within the organisation? 
 

 To which higher and lower-ranking documents can the policy refer? 
 

 Are future objectives distinguished from the situation as it stands? 
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3.2 User orientation 

 
Digital preservation is not an end in itself; it is always aimed at a "designated commu-
nity". In addition to the current scenarios for use, future scenarios should be enabled. 
Working with the designated community, it is possible to gain at least an idea of how 
digital data may be used in the future. Institutions with a highly specialised group of 
users, e.g. the archives of research institutes, will generally find it easier to define their 
designated community, as the latter is defined by the specific aims or the mandate of 
the institution. Institutional repositories, for example in large academic libraries, must 
take many different user groups into account. 

 
A digital archive tailors its activities to the needs of its designated community and should 
clearly list them in its policy. It should also explain what it does to properly meet these 
needs. This is not just a matter of providing a general justification for the resources 
invested in digital preservation but, more specifically, to also show how the archived 
units and related metadata are made available to the designated community. Details 
do not need to be given in the policy, but it can be helpful to address the topic at the 
abstract level and make clear within the document that the institution is familiar 
with the basic concepts of the OAIS model and takes them into account.1  

 
Key questions: 

 

 Which user groups are significant for the institution? 
 

 How is the digital archive set up to meet the needs of its user groups and how 
does it ensure that user needs can be met over the long term? 

 

 How does the digital archive ensure that it is possible to use the archived data? 
 

 How, ideally, are scenarios for future use made possible? 
 

3.3 Organisation und resources 

 
In general, digital preservation necessitates an organisational structure that is appropri-
ate to its objectives, commensurate human and technical resources, and long-term 
financing. 

 
Since digital preservation can only be provided if financing is certain, an indication that 
the funds are ensured by a regular item in the budget is of considerable, in some institu-
tions of central, importance. At this point it is worth mentioning the possibilities for 
cooperation and outsourcing, as such solutions can help in particular small institutions 

                                                           
1 The reference model for an open archival information system (OAIS) has become ISO standard 

14721:2012 (see annex). 
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to keep their budgets under control. It should also be mentioned in this context that 
there are advantages of retaining some flexibility so as to be able to, if need be, 
align the nature and level of the resources to changing requirements: the amount 
and complexity of the data will tend, for example, to increase further, while the cost 
of data storage capacity will probably continue to fall. 

 
The policy can name the specific IT and other resources committed to the tasks of digital 
preservation. This includes human, technical and other physical resources (e.g. rooms) 
needed for preparation, accessioning, preservation, maintenance, processing and 
release for use, quality control, crisis planning, staff training, organisational work, and 
internal and external communications. 

 
An important topic for a policy is the expertise and functional requirements to be met by 
staff. These are the basis for recruitment as well as staff training. Here are some 
suggestions for competencies which could be focused on: 

 
 knowledge of digital preservation in general 

 expertise in specific formats  (text,  images,  audio, objects that were originally 
three-dimensional...) 

 IT skills 

 communication and organisational skills for cooperation both between internal 
functional entities and with external bodies and individuals from which/whom 
objects are received, as well as users and external service providers 

 organisational and management skills for overall planning (strategy, resources) 

and the coordination of the different functional entities 
 
Irrespective of the actual organisational structure, a clear and binding definition and 
delineation of tasks, responsibilities, aims and processes is essential for the success of 
digital preservation. 
These factors are ideally defined and documented under a central management respon-
sible for digital preservation. It is also advisable that the policy states how content-related 
and technical responsibilities can be defined and, on that basis, clearly delineated. 
The content-related and legal responsibility for the selection, treatment and use of 
objects generally lies, for example, with the relevant experts (librarians, archivists, 
museum curators…), while the resultant technical implementation is a matter for those 
responsible for IT. This is another area where the preservation management can play a 
guiding role between the different functional entities.  

 
Key questions: 

 

 What organisational structures are needed for digital preservation and how do 
they relate to the organisational structure of the institution? 

 

 Is the long-term funding of the digital archive secure and has it been ensured that 
available and required resources will be checked on an ongoing basis? 
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 Is the necessary expertise on hand in the areas of object formats, IT, management 
and organisation? 

 

 Is there a central preservation management? How big is the team? 
 

 Are tasks, responsibilities, aims and processes clearly defined and known to all? 
 

 

3.4 Aims of digital preservation  

 
The crux of a policy is the institutional commitment to the aims of digital preservation. The 
main aims of a digital archive consist in the preservation of the data and information stored, 
specifically in relation to the following aspects: 

 

 integrity of data 

 authenticity 

 completeness 

 readability 

 locatability 
 if applicable, confidentiality 

 

Proper measures to preserve data integrity, i.e. to ensure the archived data are 
protected against unauthorised alteration, must be taken. These include bitstream 
preservation measures to protect data against corruption due to technical problems as 
well as technical/organisational security precautions against intentional or accidental 
manipulation by staff or third parties. Proof of data integrity can normally be ensured via 
automated procedures (checksums, hash values, s ignatures). Preserving data integrity is 
a matter of protection against unplanned changes. Deliberate changes as part of a 
planned migration are excluded. 

 

Preserving authenticity means ensuring that the digital objects come from the 
documented originator and that they are what they purport to be. Is, for example, the 
“.jpg“ recorded really a .jpg? Are all significant properties that are relevant for the insti-
tution shown? These can be defined very comprehensively – far beyond the digital 
object itself. The interplay of (the right) hardware, software and operating systems 
(“look and feel“, in the broadest sense, for example in art) and a wide range of para-
meters can play a role in the interpretation of a digital object . 

Completeness has been preserved if it is clear that no parts of the digital object are 
missing. 

Preserving readability is a clear prerequisite for the use of digital objects. It should be 
possible to show and interpret at least the most recent version of a digital infor-
mation object at any time. In this context it is important to know which formats 
occur for which version, how frequently and in what record group? Which formats 
are or threaten to become obsolete? What are the current standard formats? Are 
there compatibility problems? 
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Preserving locatability ensures that the objects in the long-term digital archive can be 
found. To ensure long-term locatability, persistent identifiers (PID) and entries in 
relevant directories and search engines can be used. 

The preservation of confidentiality is essential for information that can only be released 
for use after the expiry of certain periods, in order to comply with legal rules and other 
agreements. 

Meeting the above objectives makes a very considerable contribution to the credibility of 
the institution. 

 

Another factor for credibility is the perception of the institution by the designated 
community. In this context, the policy also has the task of creating external trans-
parency as regards the core aims of the archive. The policy should also make clear to its 
designated community what strategies, principles and basic structures are applied in 
the archive to meet these aims. 

 

Key questions: 
 

 What are the core aims of the digital archive? 
 

 What steps have been taken to achieve these aims? 
 

 Are these steps made transparent, and to whom are they made transparent? 
 

 

3.5 Preservation strategies and monitoring 

 
Another component of a preservation policy can be a discussion of measures to preserve 
digital information. Owing to the heterogeneity of digital data in terms of format, 
purpose, origin, legal status and data management, there are a whole range of applica-
ble measures, which have to be methodically and sustainably organised and reviewed. 
Those in charge of the digital archive must basically decide which overall preservation 
strategies they want to pursue (such as emulation or migration) and how they want to 
safeguard the significant properties of the digital objects. On this basis the structures 
and processes for the entire preservation life cycle must be defined. Preservation 
measures begin with the origination of digital data and are not a one-off matter or a 
short-term project. They can only be effective in the long term when they become, as 
a process, a natural and integral part of business operations. 

 

A matter still surrounded by considerable uncertainty is the question of how an institu-
tion can best implement the OAIS functional entity “preservation planning”. Although 
there are as yet no obvious answers to this, a policy should mention this problem and 
commit the institution to efforts to ensure permanent monitoring of technological 
and conceptual developments in digital preservation (technology/community watch). 
Since an institution can hardly achieve this with the necessary level of detail alone, it is 
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worth mentioning cooperation arrangements.2 
 

Key questions 
 

 Which overall preservation strategy has been chosen for the archive (migration? 

emulation? a hybrid form?)? 

 What measures are planned to preserve the significant properties of the archived 

information? 

 What preservation strategies and processes follow the archived information 

through the various archival phases? 

 How is preservation planning organized? 

  

3.6 Technical infrastructure 

 
A digital archive needs a systematically developed and generally complex technical infra-
structure. This infrastructure is determined by the professional, legal and economic 
requirements of the archiving institution, as well as its technical possibilities. The 
construction of the technical infrastructure is thus dependent on the overall strategic 
and tactical planning of the institution as a whole, which ought to remain stable and as 
independent as possible from the rapid technological changes in the digital world. 
Accordingly, any policy that endeavours to be reliable over the long term should be 
clearly separated from the detailed documentation and specifications, which are also 
needed for business and knowledge management. Whereas such technical documenta-
tion is used primarily as an aid to use, maintenance and further development of the 
technical systems and for the information transfer necessitated by this, the presentation 
of the basic technical infrastructure in a policy is aimed above all at explaining, as far as 
possible independently of the system in place, how professional requirements and tech-
nical implementation have be made to dovetail. The presentation of the technical infra-
structure should thus be confined to the aspects that can be retained beyond any tech-
nological changes. Technical documents in the narrower sense can be attached to the 
policy as annexes with a shorter lifespan or cited in cross-references. 
Potential topics for the presentation of the technical infrastructure to be set up may 
include: 

 

 basic technical architecture (e.g. planned location redundancies, setting up of 
productive and test environments) 

  basic decisions on hard and software (e.g. required performance of storage 
media, use of open source or proprietary products) 

 security concepts (e.g. physical access rules, redundant s ystem  
architecture, distributed data storage) 

                                                           
2
 The concepts discussed in this paragraph are described in the Guideline for preservation planning (nestor 

materials 15) and condensed into a model for action: http://files.d-
nb.de/nestor/materialien/nestor_mat_15-eng.pdf . 

http://files.d-nb.de/nestor/materialien/nestor_mat_15-eng.pdf
http://files.d-nb.de/nestor/materialien/nestor_mat_15-eng.pdf
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 treatment of data losses (e.g. planned strategies for data recovery) 
  technical measures to prepare for future arrangements (e.g. use of open archive 

formats, system documentation) 
 bitstream preservation measures (e.g. media migration, refreshing) 
  technical implementation and supporting of professional and organisational 

processes 
 technical implementation of the data model (primary data, metadata) 
 technical standards applied 
 technical implementation of data delivery 

 
Which actual areas of technical infrastructure an institution addresses in drawing up a 
policy is a matter for the institution itself to decide. In doing so it should consider not just 
its general aims and possibilities but also, and above all, its professional standards, 
professional priorities and the interests of its policy’s designated community. More here 
than in other areas, the authors of a policy should bear in mind the differences between 
the purposes and possibilities of a (strategic) policy and the aims and modes of expres-
sion of technical documentation. 

 
Key questions: 

 

 What aspects of the technical infrastructure have long-term significance, and are 
they formulated in accordance with the strategic aims of the institution? 

 

 In what form can technical aspects be included in the policy (difference versus 
other documentation)? What cross-references would be helpful? 

 

 Is the technical infrastructure in line with the professional, legal and economic 
requirements of the institution as well as with its technical possibilities? 

 

 

3.7 Contact and general data 

 
A policy is a form of communication with the designated community of the digital 
archive. It is therefore important to establish: 

 

 who is responsible for the current policy document and for its further develop-
ment 

 who is available for queries and suggestions, to be transmitted by which means 
 
This does not necessarily need to be included in the document itself but can be done 
through, for example, a link on the homepage. 

 
Other important general data are the date of the policy’s coming into effect and dates of 
later versions. It is advisable to give the title, issue number and year of the policy in the 
document’s metadata and in the introduction. 
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Key questions: 
 

 Who has responsibility for the current document and who for the further 
development of the policy? Who can be given as the contact person? 

 

 What other general data are needed? Where can these best be included? 
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4 How is a policy produced? 
 

4.1 Responsibilities in drawing up a policy 

 
When a preservation policy is drawn up, various different interested parties with dif-
ferent functions and responsibilities must be considered. Active communication and 
early involvement of important players are therefore crucial for success. In most cases 
the participants will be as follows, even though this can vary considerably from institution 
to institution. 

 
 A small editorial team or an individual is responsible for drawing up the policy, 

combining various contributions, and the final editing. This party also generally 
has responsibility for the organisation and communication of the project. 

 Individual authors make contributions to the policy, both on overarching topics 
and individual aspects. They can also comment or participate in an editorial 
capacity. Such authors generally have specialist, e.g. technical, communications, 
content-related or legal, knowledge. Their involvement is highly important. They 
can participate from the beginning or be brought in as required. 

 All staff who will in future be affected by the policy should be informed at the 

drafting stage and involved in the process. This can enable important feedback to 

be obtained on the drafts and also increases later acceptance of the policy. 
 External parties may also be involved, e.g. specialists from other institutions, 

representatives of financial backers and interest groups, or legal/management 
consultants. 

 The senior management of an institution is generally not responsible for the 

detailed drafting, but must enable the process to be carried out and support it. It 

commissions the policy and will comment before it is adopted, put queries if need 

be and bring the policy into force. Ultimately, the senior management is responsi-

ble for the policy. 
 
Although keeping the drafting team as small as possible is helpful on account of the 
amount of coordination needed, it is important to involve the above-mentioned parties 
for specific aspects at appropriate stages in the process. This ensures that all points are 
covered and increases the degree to which the policy is accepted in the future. 

 

Key questions: 
 

 Has senior management issued instructions for the creation of a policy? 
 

 Who is responsible for drawing up the policy and the related coordination 
process? 

 

 Which authors should be involved for which aspects of the policy? 
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 Which staff are affected by the introduction of a policy and in what way? Have 
they been involved in the process to the appropriate extent? 

 

 Are there other, perhaps external, stakeholders with whom the introduction of a 
policy needs to be coordinated? 

 

 

4.2 Release 

 
Policy documents support communication. The language used should be balanced 
between general understandability and the need to employ specialist terms. Interna-
tionally active organisations may require different language versions. 

 

The channels for publication must be selected according to the designated community. 
Depending on the type and mandate of the digital archive, publication can be restricted 
to relevant stakeholders, but policies are usually made accessible to the general public. It 
can be helpful, for a new policy or an updated version, to provide a short introduction for 
target users, including contact data for queries and feedback (see Chapter 3.7). 

 

Key questions: 
 

 In drawing up the policy, have the groups for who it is published been adequately 
considered? Is the language used appropriate? Are there sufficient ways of 
obtaining feedback? 

 

 Through what channels is the policy to be released? Are form and content of the 
policy appropriate for these channels? 

 

4.3 Updating and quality control 

 
In principle, a policy should form the basis for the work of an institution and not be 
changed too frequently. On the other hand, a policy is not a static document but must be 
able to be adjusted to fundamental developments and changes in the organisation in 
question. 

 

While day-to-day work should be based on the policy and not the other way round, it is 
nonetheless always possible that gaps or problems will be discovered in the policy. Particu-
larly when the policy is drawn up, when little experience has been accumulated, it can 
happen that an important area is not adequately represented in the first draft. To 
enable an update or adjustment process to be then initiated, it must have been 
established who is responsible for the policy document. It is not necessary for names 
to be given in the document; this can be done outside the document. 

 
It is advisable that the document contain the obligation to regularly check and, if neces-
sary, adjust it. A set period, e.g. every two years, can but does not have to be given. 
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Ideally, periodical checks combined with updates form a sort of control system which 
has a favourable influence on the quality of the digital archive and from which stems, 
over a longer period, a continuous improvement. 

 
An important tool for quality control in digital preservation is certification. Certificates 
awarded, or even just the intention to acquire certification at a future date, can be 
included in the policy. Since both certification and the creation or review of a policy 
require the critical examination of the entire digital archive, the two processes can be 
related to and benefit from one another.3 

 
Changes and updates constitute new releases and must be communicated to the desig-
nated community. The communication should explain the reasons for the changes, so 
that the financial backers or customers are not confused. This can be done via a covering 
explanation. 

 
Key questions: 

 
 How are necessary changes and updates to the policy organised? 

 
 Who is responsible for the evaluation and rewording? 

 
 How can regular checking of the policy be ensured? Should evaluations be carried 

out according to a set timetable, or as and when required? 
 

 Does the long-term archive intend to apply for certification? If yes: should the 
processes of certification and policy maintenance be linked? 

 

  

                                                           
3 Two initiatives are of relevance here: the Data Seal of Approval (http://datasealofapproval.org/) and the 

nestor Siegel (http://www.langzeitarchivierung.de/Subsites/nestor/DE/nestor-Siegel/siegel_node.html). 
 

http://datasealofapproval.org/
http://www.langzeitarchivierung.de/Subsites/nestor/DE/nestor-Siegel/siegel_node.html
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5 Policies in cooperative long-term preservation 

 
This chapter focuses on the observation that in the area of cooperative digital preserva-
tion, beyond conceptual considerations and initial cooperation projects, more and more 
large joint projects are being carried out by knowledge institutions. This trend can be seen 
both in Germany and internationally, and can in some cases reach as far as the creation of 
new knowledge institutions with broader tasks in the field of digital preservation.4  

 

5.1 Preservation policies and areas for joint action 
 
Chapter 3.3 of these guidelines mentioned the benefits of cooperative digital 
preservation. Along with the advantage of allowing smaller institutions the chance to 
carry out any preservation at all, a more efficient use of financial and other resources is 
a key factor for institutions wanting or having to archive digital data on a cooperative 
basis. There are two basic scenarios for cooperation: 

 
 digital preservation for more than one institution in the same field 

 digital preservation for different fields 
 

The establishment of preservation policies can, under both scenarios, make a significant 
contribution to clarity in relation to the areas for joint action, differences, opportunities 
and risks that can be created. The nestor working group on cooperative digital preserva-
tion has in its preparatory work created strategic planning instruments, of which 
preservation policies are a logical extension. 

 

5.2 Long-term preservation for more than one institution in the same field 
 

Cooperative digital preservation projects require a high level of responsibility on the part 
of those involved in relation to their own institutions. A basic requirement for all partici-
pating institutions is the development of their own policies. The preservation policy, as 
an instrument of transparency, goes in this instance beyond the aspects of self-under-
standing and external presentation, as it lays down a binding definition of the scope and 
limits of an institution’s own activities for its partners. 

 
In digital preservation involving more than one institution in the same field, structured 
preservation policies (cf. Chapter 6) make it easier to compare policies. Institution-
specific aspects must be brought out more strongly and actively communicated exter-
nally, for which it is advisable to establish a permanent preservation management with 
clearly defined responsibilities, working closely with senior management. Its tasks 
include, in addition to the regular revision of the institutional policy, following the coop-
eration project at the strategic level. 
 

                                                           
4
 The nestor working group on cooperative digital preservation has since 2007 been looking at aspects of 

cooperation in the area of the preservation of digital knowledge. 
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Key questions: 

 Does the institution’s preservation policy adequately cover institution-specific 
aspects? 

 Have those responsible for the project, over its duration, in each participating 
institution been identified? 

 
 

5.3 Digital preservation for more than one field 
 

In interdisciplinary projects, mission statements, strategic aims, legal mandates and 
specialist procedures of the participating institutions can differ considerably from or 
contradict one another. In this form of cooperation it is advisable, in addition to 
publishing the institutional preservation policies, to develop a preservation policy for the 
whole project. 

 

The latter can follow the same structural principles as formulated in these guidelines for 
institutional preservation policies. Here too, common features of the institutional 
commitments as well as common core aims for digital preservation (see Chapter 3.4) 
should first be given. 

 

In the technical/organisational annexes to the project-specific preservation policy, a 
comparison of the ways the terminology specific to the fields are used can help to 
identify actual overlaps. Divergences in the basic technical/specialist concepts should 
also be specified here. Third parties, such as software providers, can use the project-
specific preservation policy as a bridge to a technical specifications document and thus 
form a basis for requirements management. 

 

In both scenarios, the senior management of the institutions is, owing to the nature of a 
strategic partnership, more closely involved than for institutional preservation policies 
(cf. Chapter 4.1). 

 
Key questions: 

 

 

 What common features and differences exist between the fields in terms of 
mission, procedures and legal situation? 

 

 What instruments are needed to specify the technical/organisational areas for 
action? 

 

 Have those who will be responsible in each participating field, for the duration of 
the project, been identified? 
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6 Summary: generic example of an institutional policy 
 
The following example of the content and structure of a policy is intended as an indica-
tive suggestion. By its nature it is not final, nor are all the potential components 
mandatory. Any policy should always be aligned with the specific needs of the institu-
tion in question. 

 
Introduction 
 
The introduction contains information on the authors and those responsible for the 
policy and gives their contact details. If periodical reviews are planned for the policy, this is 
mentioned here, giving the number and the date of the current version, as well as men-
tioning older versions and any related documents. 

 
Part 1: Description of the digital archive and aims of the policy 

 
This should incorporate a short description of the institution as needed to understand 
the policy. The legal mandate, task, mission and collection profile as well as infor-
mation on the selection and acquisition of the archived documents can be 
discussed in detail. 
Responsibilities are also laid down. It is advisable here to give roles within the institution 
and not the names of individual staff, as the latter are likely to change more often than 
the job titles or names of divisions. 

 
Part 2: Principles and objectives of digital preservation 

 
After detailing the the general challenges facing digital preservation a summary of the 

central aspects of the institution’s digital preservation should be given: 

 list and definition of the designated community 

 monitoring of the designated community and resultant adjustments to  meet their 

needs (“community watch”) 

 safeguarding of access and locatability for future users 

 preservation of integrity, authenticity, readability and completeness 
 clear identifiability (use of persistent identifiers) 
 metadata and metadata standards used 
 care, credibility and transparency 
 adherence to standards, e.g. conformity with DIN 31644 
 documentation and traceability of processes 
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 active further development and optimisation of the workflow 

 strategy and planning 
 roles and responsibilities 
 technical infrastructure 
 human, technical and other material resources used 
 information on cooperation arrangements that the institution uses to optimise its 

processes 
 confidential treatment of the archived information 
 equal treatment for contents 

 
It is also possible to put some of these points in a separate document, referred to in the 
policy. 
 

 
Part 3: Durability of the policy 

 
 organisational unit responsible 

 information on (regular) reviews of the policy to check it is up to date 

 information on higher-ranking and subordinate documents 

 binding nature of the policy in the institution 

 future plans, if applicabl
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Examples of preservation policies and strategies 

 

German-speaking institutions 
 

Bayerische Staatsbibliothek (BSB): Sicherung des in digitaler Form vorliegenden Wissens 
für die Zukunft – Die Langzeitarchivierungsstrategie der Bayerischen Staatsbibliothek, 
München 2012. http://www.babs-muenchen.de/content/dokumente/2012-11- 
22_BSB_Preservation_Policy.pdf 

 

Deutsche National Bibliothek (DNB): Langzeitarchivierungs-Policy der Deutschen 
Nationalbibliothek, Frankfurt am Main 2013. 
http://nbn-resolving.de/urn:nbn:de:101-2013021901 

 

GESIS Datenarchiv für Sozialwissenschaften: Digital Preservation Policy. Grundsätze der 
digitalen Langzeitarchivierung am Datenarchiv für Sozialwissenschaften, Köln 2013. 
http://www.gesis.org/fileadmin/upload/institut/wiss_arbeitsbereiche/datenarchiv_anal 
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p6I0NTU042l2Z6ln1acy4Zn4Z2qZpnO2Yuq2Z6gpJCDdYB,fmym162epYbg2c_JjKbNoKSn6A-- 
English version: 
http://www.bar.admin.ch/themen/00876/index.html?lang=en&download=NHzLpZeg7t,ln 
p6I0NTU042l2Z6ln1ad1IZn4Z2qZpnO2Yuq2Z6gpJCDdYB,fmym162epYbg2c_JjKbNoKSn6A -- 

 
 

Universities (University libraries and repositories) 
 

Boston University (BU) Libraries Digital Preservation Policy, Boston 2011 (draft) 
http://www.bu.edu/dioa/openbu/boston-university-libraries-digital-preservation- 
policy/ 

 

Cornell University Library Digital Preservation Policy Framework, Ithaka, New York 2004. 
http://hdl.handle.net/1813/11230 

 

Dartmouth College Library: Digital Preservation Policy, Hanover, New Hampshire, 
undated. 
http://www.dartmouth.edu/~library/digital/about/policies/preservation.html?mswitch- 
redir=classic 
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Hathi Trust Digital Library: Digital Preservation Policy, Ann Arbor, undated. 
http://www.hathitrust.org/preservation 

 

John Hopkins Sheridan Libraries: JScholarship Digital Preservation Policy, Baltimore 2008. 
http://old.library.jhu.edu/collections/institutionalrepository/irpreservationpolicy.html 

 

Purdue University Research Repository: Digital Preservation Policy, West Lafayette 2012. 
https://purr.purdue.edu/legal/digitalpreservation 

 

State and University Library Denmark: Digital Preservation Policy for the State and 
University Library Denmark 2.0, Kopenhagen 2012. 
http://en.statsbiblioteket.dk/about-the-library/ddpolicy 

 

University of Illinois at Urbana-Champaign: IDEALS (Illinois Digital Environment for 
Access to Learning and Scholarship) Digital Preservation Policy, Champaign 2009. 
https://services.ideals.illinois.edu/wiki/bin/view/IDEALS/IDEALSDigitalPreservationPolicy 

 

University of Massachusetts Amhurst Libraries: Digital Preservation Policy, Amherst 
2011. http://www.library.umass.edu/assets/aboutus/attachments/University-of- 
Massachusetts-Amherst-Libraries-Digital-Preservation-Policy3-18-2011-templated.pdf 

 

University of Minnesota: University Digital Conservancy Preservation Policy. 
Minneapolis, undated. http://conservancy.umn.edu/udc/pol-preserva-
tion.jsp 

 

University of South Carolina Libraries: University of South Carolina Libraries’ Digital 
Preservation Policy Framework, Columbia 2010. 
http://library.sc.edu/digital/USC_Libraries_Digital_Preserva.pdf 

 

University of Utah J. Willard Marriot Library: Digital Preservation Program: Digital 
Preservation Policy, Salt Lake City 2012. 
http://www.lib.utah.edu/collections/digital/DigitalPreservationPolicy2012.docx 

 

Yale University Library: Policy for the Digital Preservation, New Haven 2007. 
http://www.library.yale.edu/iac/DPC/revpolicy2-19-07.pdf 

 

Columbia University Libraries: Policy for Preservation of Digital Resources, New York 2006. 
http://library.columbia.edu/content/libraryweb/services/preservation/dlpolicy.html 

 
 
 

National libraries 
 

National Library of Australia: Digital Preservation Policy 4th Edition, Canberra 2013. 
http://www.nla.gov.au/policy-and-planning/digital-preservation-policy 

 

National Library of Finland: Preservation Policy, Helsinki, undated. 
http://www.kansalliskirjasto.fi/attachments/5v5daJ8e3/5pzFQo6pJ/Files/CurrentFile/NL 
F_Preservation_Policy.pdf 
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The Royal Library: The National Library of Denmark and Copenhagen University Library: 
Policy for long term preservation of digital materials at the Royal Library, Kopenhagen 2012. 
http://www.kb.dk/export/sites/kb_dk/da/kb/downloadfiler/PreservationPolicyDigitalM 
aterials_21092012.pdf 

 

National Library of Wales: Digital Preservation Policy and Strategy, Aberystwyth 2008. 
http://www.llgc.org.uk/fileadmin/documents/pdf/2008_digipres.pdf 

 
 
 

Libraries 
 

State Library of Queensland: Digital Preservation Policy, South Brisbane 2008. 
http://www.slq.qld.gov.au/data/assets/pdf_file/0020/109550/SLQ_- 
_Digital_Preservation_Policy_v0.05_-_Oct_2008.pdf 

 

The State Library of North Carolina and State Archives of North Carolina: North Carolina 
Digital Preservation Policy, Raleigh 2014. 
http://digitalpreservation.ncdcr.gov/digital_preservation_policy_dcr.pdf 

 
 
 

National archives 
 

National Archives of Australia: Digital Preservation Policy, Canberra 2011. 
http://www.naa.gov.au/about-us/organisation/accountability/operations-and- 
preservation/digital-preservation-policy.aspx 

 

The National Archives (UK): Preservation policy, Kew 2009. 
http://www.nationalarchives.gov.uk/documents/tna-corporate-preservation-policy- 
2009-website-version.pdf 

 
 
 

Archives 
 

Cheshire Archives: Digital Preservation Policy, Chester 2010. 
http://archives.cheshire.gov.uk/record_care/digital_preservation/digital_preservation_ 
policy.aspx 

 

Hampshire Archives at Hampshire Record Office: Digital Preservation Policy, Winchester 
2010. http://www3.hants.gov.uk/archives/hro-policies/hro-digital-preservation- 
policy.htm 

 

Library and Archives Canada: Preservation Activities. Preservation Policy, Ottawa 2001. 
http://www.collectionscanada.gc.ca/preservation/003003-3200-e.html 
 
 

http://www.kb.dk/export/sites/kb_dk/da/kb/downloadfiler/PreservationPolicyDigitalMaterials_21092012.pdf
http://www.kb.dk/export/sites/kb_dk/da/kb/downloadfiler/PreservationPolicyDigitalMaterials_21092012.pdf
http://www.kb.dk/export/sites/kb_dk/da/kb/downloadfiler/PreservationPolicyDigitalMaterials_21092012.pdf
http://www.llgc.org.uk/fileadmin/documents/pdf/2008_digipres.pdf
http://www.slq.qld.gov.au/__data/assets/pdf_file/0020/109550/SLQ_-_Digital_Preservation_Policy_v0.05_-_Oct_2008.pdf
http://www.slq.qld.gov.au/__data/assets/pdf_file/0020/109550/SLQ_-_Digital_Preservation_Policy_v0.05_-_Oct_2008.pdf
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London Metropolitan Archives: Interim Digital Preservation Policy, London 2010. 
http://217.154.230.218/NR/rdonlyres/6466F6FA-2F04-4E3E-8D8D-9158FD303425/  
0/DigitalPreservationPolicyJun2010.pdf 

 

Parliamentary Archives: A Digital Preservation Policy for Parliament, London 2009. 
http://www.parliament.uk/documents/upload/digitalpreservationpolicy1.0.pdf 

 

West Yorkshire Archive Services: Digital Archives Policy, 2007. 
http://www.archives.wyjs.org.uk/documents/archives/WYAS%20Digital%20Archives%2 
0Policy.pdf 

 

Florida Digital Archive: FDA Policy and Procedures, Tallahassee 2011. 
https://fclaweb.fcla.edu/uploads/FDAPolicyGuideversion3.0.pdf 

 
 
 

Data centres 
 

CenterData, Tilburg: Preservation and Dissemination Policy of the LISS Data Archive, 
Tilburg 2013. 
http://www.lissdata.nl/assets/uploaded/reservation and Dissemination Policy of the 
LISS Data Archive_1_0.pdf 

 

DANS (Data Archive and Networked Services): Preservation Policy Data Archiving and 
Networked Services (DANS), Den Haag 2014. 
http://dans.knaw.nl/sites/default/files/file/EASY/20140220 Preservation Policy v1_0.pdf 

 

ICPSR (Inter-University Consortium for Political and Social Research): ICPSR Digital 
Preservation Policy Framework, Ann Arbor, undated. 
http://www.icpsr.umich.edu/icpsrweb/content/datamanagement/preservation/policies 
/dpp-framework.html 

 

Odum Institute Data Archive: Digital Preservation Policies, Chapel Hill 2011. 
http://www.irss.unc.edu/odum/contentSubpage.jsp?nodeid=629 

 

UK Data Service: Preservation Policy, Colchester 2012. 
http://data-archive.ac.uk/media/54776/ukda062-dps-preservationpolicy.pdf 

 

 
 

Other institutions 
 

Portico: Preservation Policies, 2014. 
http://www.portico.org/digital-preservation/about-us/portico-resource 

 

Wellcome Library: Wellcome Library Preservation Policy for Materials Held in 
Collections, London 2007. 
http://wellcomelibrary.org/content/documents/policy-documents/preservation-policy 
 

http://217.154.230.218/NR/rdonlyres/6466F6FA-2F04-4E3E-8D8D-9158FD303425/0/DigitalPreservationPolicyJun2010.pdf
http://217.154.230.218/NR/rdonlyres/6466F6FA-2F04-4E3E-8D8D-9158FD303425/0/DigitalPreservationPolicyJun2010.pdf
http://www.parliament.uk/documents/upload/digitalpreservationpolicy1.0.pdf
http://www.archives.wyjs.org.uk/documents/archives/WYAS%20Digital%20Archives%20Policy.pdf
http://www.archives.wyjs.org.uk/documents/archives/WYAS%20Digital%20Archives%20Policy.pdf
https://fclaweb.fcla.edu/uploads/FDAPolicyGuideversion3.0.pdf
http://www.lissdata.nl/assets/uploaded/reservation%20and%20Dissemination%20Policy%20of%20the%20LISS%20Data%20Archive_1_0.pdf
http://www.lissdata.nl/assets/uploaded/reservation%20and%20Dissemination%20Policy%20of%20the%20LISS%20Data%20Archive_1_0.pdf
http://www.lissdata.nl/assets/uploaded/reservation%20and%20Dissemination%20Policy%20of%20the%20LISS%20Data%20Archive_1_0.pdf
http://dans.knaw.nl/sites/default/files/file/EASY/20140220%20Preservation%20Policy%20v1_0.pdf
http://www.icpsr.umich.edu/icpsrweb/content/datamanagement/preservation/policies/dpp-framework.html
http://www.icpsr.umich.edu/icpsrweb/content/datamanagement/preservation/policies/dpp-framework.html
http://www.irss.unc.edu/odum/contentSubpage.jsp?nodeid=629
http://data-archive.ac.uk/media/54776/ukda062-dps-preservationpolicy.pdf
http://www.portico.org/digital-preservation/about-us/portico-resource
http://wellcomelibrary.org/content/documents/policy-documents/preservation-policy
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National Museum Australia: Digital Preservation and digitisation policy, Canberra 2012. 
http://www.nma.gov.au/ data/assets/pdf_file/0013/1453/POL-C-028_Digital_preser 
vation_and_digitisation-2.2_public.pdf 

 

Public Governance Flanders: Against digital Alzheimer's: Policy on Digital Preservation, 
Brussels 2013. http://www.governance-flanders.be/sites/default/files/Against_Digital_ 
Alzheimers_Flemish_Government.pdf 

 

ALA (American Library Association): Preservation Policy, Chicago 2001. 
http://www.ala.org/alcts/resources/preserv/01alaprespolicy 

 

Plymouth and West Devon Record Office (PWDRO): Digital preservation policy, 
Plymouth 2008. http://www.plymouth.gov.uk/archivesdigitalpreservationpolicy 

 

Institutions with a preservation strategy 
 

British Library (BL): Digital Preservation Strategy, London 2013 
http://www.bl.uk/aboutus/stratpolprog/collectioncare/discovermore/digitalpreservatio 
n/strategy/BL_DigitalPreservationStrategy_2013-16-external.pdf 

 

National Library of New Zealand: Digital Preservation Strategy, Wellington 2011. 
http://archives.govt.nz/sites/default/files/Digital_Preservation_Strategy.pdf 

 

Statsbiblioteket State and University Library, Denmark: Digital Preservation Strategy for 
the State and University Library, Denmark 2.0, Kopenhagen 2012. 
http://en.statsbiblioteket.dk/about-the-library/dpstrategi 

 

The University of Manchester Library: Digital Preservation Strategy, Manchester 2012. 
http://www.library.manchester.ac.uk/aboutus/strategy/_files2/Digital-Preservation- 
Strategy.pdf 

 

Danish National Archives: Strategy for archiving digital records at the Danish National 
Archives, Kopenhagen 2013. 
http://www.sa.dk/media(4826,1033)/Strategy_for_archiving_digital_records.pdf 

 

Public Record Office of Northern Ireland: Digital Preservation Strategy, Belfast 2013. 
http://www.proni.gov.uk/digital_preservation_strategy.pdf 

http://www.nma.gov.au/__data/assets/pdf_file/0013/1453/POL-C-028_Digital_preser%20vation_and_digitisation-2.2_public.pdf
http://www.nma.gov.au/__data/assets/pdf_file/0013/1453/POL-C-028_Digital_preser%20vation_and_digitisation-2.2_public.pdf
http://www.nma.gov.au/__data/assets/pdf_file/0013/1453/POL-C-028_Digital_preser%20vation_and_digitisation-2.2_public.pdf
http://www.governance-flanders.be/sites/default/files/Against_Digital_
http://www.ala.org/alcts/resources/preserv/01alaprespolicy
http://www.plymouth.gov.uk/archivesdigitalpreservationpolicy
http://www.bl.uk/aboutus/stratpolprog/collectioncare/discovermore/digitalpreservation/strategy/BL_DigitalPreservationStrategy_2013-16-external.pdf
http://www.bl.uk/aboutus/stratpolprog/collectioncare/discovermore/digitalpreservation/strategy/BL_DigitalPreservationStrategy_2013-16-external.pdf
http://www.bl.uk/aboutus/stratpolprog/collectioncare/discovermore/digitalpreservation/strategy/BL_DigitalPreservationStrategy_2013-16-external.pdf
http://archives.govt.nz/sites/default/files/Digital_Preservation_Strategy.pdf
http://en.statsbiblioteket.dk/about-the-library/dpstrategi
http://www.library.manchester.ac.uk/aboutus/strategy/_files2/Digital-Preservation-Strategy.pdf
http://www.library.manchester.ac.uk/aboutus/strategy/_files2/Digital-Preservation-Strategy.pdf
http://www.library.manchester.ac.uk/aboutus/strategy/_files2/Digital-Preservation-Strategy.pdf
http://www.sa.dk/media(4826%2C1033)/Strategy_for_archiving_digital_records.pdf
http://www.proni.gov.uk/digital_preservation_strategy.pdf
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